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EDITORIAL

According to Article 2 of the Audiovisual Media Services Directive, as amended in
2018, “Member States shall bring into force the laws, regulations and
administrative provisions necessary to comply with this Directive by 19
September 2020.” Now that this deadline has just passed, it is evident that not all
EU member states have met it. As you can see from the table that the European
Audiovisual Observatory has published on its website, most countries are still
working on the transposition of the new AVMSD. Certainly, the COVID-19 crisis has
delayed the work of many legislative bodies, however it can be expected that the
transposition of the amended Directive into the national legislative frameworks of
the remaining member states will continue to take place in the coming months.
Needless to say, we will keep you informed of further developments on these
electronic pages.

One of the most salient aspects of the amended Directive is certainly the
introduction of new rules concerning video-sharing platforms (VSPs). In order to
help provide some clarity on this issue, the European Audiovisual Observatory is
organising an online Focus Session on the topic of “Regulation and Responsibility
of Video-Sharing Platforms”. This online event, which is part of the digital
conference series “Pluralism and Responsibility. Media in the Digital Society!”
organised by the German Presidency of the European Union, will take place on 24
September 2020 from 11.00 a.m. to 12.30 p.m. You will find more information on
this event and ways to connect to it here.

Other than that, the present newsletter provides, as usual, an interesting read!

Stay safe and enjoy your read!

Maja Cappello, editor

European Audiovisual Observatory
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INTERNATIONAL

WTO: Panel Report on sports piracy in Saudi Arabia

Francisco Javier Cabrera Blazquez
European Audiovisual Observatory

On 16 June 2020, a World Trade Organization (WTO) panel recommended that
Saudi Arabia bring its measures into conformity with its obligations under the
TRIPS Agreement (Trade-Related Aspects of Intellectual Property Rights)
concerning the simulcasting of Qatar-based belN sports channels by beoutQ, a
Saudi Arabian pay-TV broadcaster.

According to the Panel Report, in August 2017, beoutQ began the unauthorised
distribution and streaming of media content that was created by or licensed to
belN, replacing belN's logo with that of beoutQ, providing access to 10 belN sports
channels (both live and pre-recorded by beoutQ) and creating unauthorised
reproductions of those broadcasts for later replay as reruns; it further expanded
to the retail sale of beoutQ-branded set-top boxes (STBs) throughout Saudi Arabia
and other countries, which received satellite broadcasts of pirated content and
provided access to Internet Protocol Television (IPTV) applications offering
thousands of pirated movies, TV shows and TV channels around the globe. In
addition to generating revenue through the sales of STBs and subscriptions,
beoutQ allegedly sold advertising slots on its ten pirated channels and promoted
its pirated streams on a variety of social media platforms, including Facebook,
Instagram and Twitter. On top of that, beoutQ expanded to cover the most
popular movies and television programming in the world. In addition to illegally
providing access to belN channels 1-10, the beoutQ STBs come pre-loaded with
IPTV applications and portals that lead to other pirated content.

On 1 October 2018, Qatar requested consultations with Saudi Arabia concerning
Saudi Arabia's alleged failure to provide adequate protection for intellectual
property rights held or applied for by entities based in Qatar in respect of Articles
3.1, 4,9, 14.3, 16.1, 41.1, 42 and 61 of the TRIPS Agreement.

In its report, the WTO panel found that Saudi Arabia had taken measures that,
directly or indirectly, had the result of preventing belN from obtaining Saudi legal
counsel to enforce its IP rights through civil enforcement procedures before Saudi
courts and tribunals. These measures were inconsistent with Article 42 and Article
41.1 of the TRIPS Agreement. Furthermore, the panel found that Saudi Arabia had
not provided for criminal procedures and penalties to be applied to beoutQ
despite the evidence establishing prima facie that beoutQ was operated by
individuals or entities under the jurisdiction of Saudi Arabia, acting inconsistently
with Article 61 of the TRIPS Agreement.
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The Panel Report is currently under appeal.

Saudi Arabia - measures concerning the protection of intellectual
property rights - report of the panel, WT/DS567/R, 16 June 2020

http://www.wto.org/english/tratop e/dispu e/567r e.pdf
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COUNCIL OF EUROPE
ICELAND

ECtHR: carl j6hann Lilliendahl v. iceland

. Dirk Voorhoof
Human Rights Centre, Ghent University and Legal Human Academy

In a highly topical decision on hate speech, the European Court of Human Rights
(ECtHR) found that the right to freedom of expression and information as
guaranteed by Article 10 of the European Convention on Human Rights (ECHR)
can be limited when it is necessary to protect the right of homosexual persons to
enjoy human rights to exactly the same extent as others, irrespective of their
sexual orientation (see also Beizaras and Levickas v. Lithuania, IRIS 2020-3/21). It
found that a criminal conviction in Iceland for hate speech against homosexuals,
expressed via the Internet, had not violated Article 10 ECHR.

In reaction to an online news article about LGBT-education and counselling in
elementary and secondary schools, the applicant in this case, Carl Jéhann
Lilliendahl, expressed a series of negative statements about homosexuals and
homosexuality, referring to "sexual deviation" and copulation by animals. He
qualified the plan of introducing education and counselling on homosexuality in
schools as "disgusting". Lilliendahl was prosecuted for publicly threatening,
mocking, defaming and denigrating a group of persons on the basis of their
sexual orientation and gender identity, in violation of Article 233 (a) of the
General Penal Code. After first having been acquitted by the District Court of
Reykjavik, Lilliendahl was convicted by the Supreme Court of Iceland. The
Supreme Court reasoned that the limitation established by Article 233 (a) was
clearly necessary in order to safeguard the rights of social groups that had
historically been subjected to discrimination. Furthermore, the protection afforded
to such groups by Article 233 (a) was compatible with the national democratic
tradition, reflected in the Icelandic Constitution, of not discriminating against
persons based on their personal characteristics or elements of their personal
lives, and it was in line with international legal instruments and declarations to
protect such groups against discrimination by way of penalisation. According to
the Supreme Court, Lilliendahl’s public statements constituted the "prejudicial
slander and disparagement" of homosexuals. Lilliendahl was sentenced to a fine
of ISK 100 000 (EUR 800), having also taken into consideration his age and clean
criminal record.

Lilliendahl complained under Article 10 ECHR that his conviction had violated his
right to freedom of expression. Furthermore, he complained under the non-
discrimination provision of Article 14 ECHR in conjunction with Article 10 ECHR
that he did not enjoy freedom of expression to the same extent as persons with
other opinions. At the outset, the ECtHR was called upon to examine whether the
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so-called abuse clause of Article 17 ECHR was applicable. This article provides
that “[n]othing in [the] Convention may be interpreted as implying for any State,
group or person any right to engage in any activity or perform any act aimed at
the destruction of any of the rights and freedoms set forth herein or at their
limitation to a greater extent than is provided for in the Convention.” If applicable,
the effect of Article 17 would be to negate the exercise of the Convention right
that Lilliendahl sought to vindicate in the proceedings before the ECtHR. As the
Grand Chamber of the ECtHR held in Perincek v. Switzerland (IRIS 2016-1/1),
Article 17 is only applicable on an exceptional basis and in extreme cases. In
cases concerning Article 10 of the Convention, it should only be resorted to "if it is
immediately clear that the impugned statements sought to deflect this Article
from its real purpose by employing the right to freedom of expression for ends
clearly contrary to the values of the Convention." The ECtHR found the
statements at issue highly prejudicial, but considered that it was not immediately
clear that they aimed at inciting violence and hatred or destroying the rights and
freedoms protected by the ECHR. Therefore, Lilliendahl was not barred from
invoking his right to freedom of expression in this instance. What remained to be
decided was whether his conviction complied with Article 10 ECHR, and in
particular, whether it could be justified as being necessary in a democratic
society.

The ECtHR reiterated its standard principle with regard to Article 10 ECHR, holding
that "freedom of expression constitutes one of the essential foundations of a
democratic society and one of the basic conditions for its progress and for each
individual’s self-fulfilment. Subject to paragraph 2 of Article 10, it is applicable not
only to “information” or “ideas” that are favourably received or regarded as
inoffensive or as a matter of indifference, but also to those that offend, shock or
disturb. Such are the demands of pluralism, tolerance and broadmindedness
without which there is no “democratic society”. However, the ECtHR considered
Lilliendahl's statements as a form of hate speech, as this not only includes speech
which explicitly calls for violence or other criminal acts, but it can also include
attacks on persons committed by insulting, holding up to ridicule or slandering
specific groups of the population (see also Féret v. Belgium, IRIS 2009-8/1;
Vejdeland v. Sweden, IRIS 2012-5/2 and Beizaras and Levickas v. Lithuania, IRIS
2020-3/21). Although Lilliendahl's comments had not been expressed on a
prominent Internet platform and were not specifically directed at vulnerable
groups or persons, the ECtHR accepted the finding of the Icelandic Supreme Court
that they were "serious, severely hurtful and prejudicial", also recalling that
discrimination based on sexual orientation is as serious as discrimination based
on race, origin or colour. The ECtHR referred to the 2010 Recommendation of the
Committee of Ministers and the Resolution of the Parliamentary Assembly of the
Council of Europe on discrimination on the basis of sexual orientation and gender
identity, calling for the protection of gender and sexual minorities from hateful
and discriminatory speech, and citing the marginalisation and victimisation to
which they have historically been, and continue to be, subjected. Taking into
account the prejudicial and intolerant nature of Lilliendahl’s comments, the ECtHR
found that the Icelandic Supreme Court had given relevant and sufficient reasons
for his conviction: the Supreme Court had taken into account the criteria set out in
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the case law of the ECtHR and had acted within its margin of appreciation.
Furthermore, the ECtHR noted that Lilliendahl had not been sentenced to
imprisonment, although the crime of which he was convicted carries a penalty of
up to two years imprisonment. It did not find the fine of EUR 800 excessive, given
the circumstances. The ECtHR concluded that the Supreme Court’s assessment of
the nature and severity of Lilliendahl’'s comments were not manifestly
unreasonable and that it had adequately balanced his personal interests and his
right to freedom of expression against the more general public interest in the
case encompassing the rights of gender and sexual minorities. Therefore, the
ECtHR found Lilliendahl’s complaint under Article 10, also in combination with
Article 14 ECHR, manifestly ill-founded. The ECtHR decided, unanimously, to reject
the complaint as inadmissible.

Decision by the European Court of Human Rights, Second Section, in the
case of Carl Johann Lilliendahl v. Iceland, Application No. 29297/18, 11
June 2020

http://hudoc.echr.coe.int/eng?i=001-203199
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POLAND

ECtHR: Jezior v. Poland

Dirk Voorhoof
Human Rights Centre, Ghent University and Legal Human Academy

In a case concerning Internet liability for third-party comments, the European
Court of Human Rights (ECtHR) again delivered an interesting judgment in
support of the right to freedom of expression on the Internet. In the case of Jezior
v. Poland, the ECtHR found that holding the administrator of a local website liable
for defamatory third-party comments, which upon notice had been immediately
removed, amounted to a violation of the right to freedom of expression under
Article 10 of the European Convention on Human Rights (ECHR). As in the case of
Magyar Tartalomszolgaltatok Egyestlete and Index.hu Zrt v. Hungary (IRIS 2016-
3/2), the ECtHR emphasised that holding the administrator of a website liable
merely for allowing unfiltered comments that might be in breach of the law would
require excessive and impracticable forethought capable of undermining freedom
of the right to impart information on the Internet.

The applicant in this case, Andrzej Jezior, at the material time, kept a website with
news about the town in which he lived. The blog on his website focused on the
political campaign surrounding the local elections for the municipal board; Jezior
himself was also a candidate. The website was open to comments by users,
without registering. It explicitly requested users to only post thoughtful, truthful
and non-offensive comments. Users were also invited to subscribe their
comments with their real identity, instead of posting them anonymously.
Furthermore, the website had a content notification system, but in practice,
notifications were rarely monitored. Occasionally, Jezior carried out the
surveillance of users’ comments and deleted what he considered to be offensive
to others. Two weeks before the date of the local elections, an anonymous
comment was published on Jezior's website targeting B.K., the sitting mayor and
candidate for re-election. The comment was highly defamatory and risked
damaging B.K.’s reputation, as it associated him and his family with various
criminal acts and illegal activities. Jezior immediately removed this comment from
his website, and each time it was reposted, Jezior succeeded in promptly deleting
the offensive comments about B.K. Jezior subsequently activated an access
control function with a mandatory registration system requiring the users’ email
address. However, B.K. brought proceedings against Jezior, based on Section 72 of
the Polish Law on Local Elections, giving competence to the regional court, in case
of the publication of false data or untrue information about the local elections or
the candidates, to order the content to be removed and to order an apology and
the payment of damages (see also Brzezinski v. Poland, Iris 2019-8 :1/1). The
regional court allowed B.K.’s action: it prohibited Jezior from continuing to publish
the comment at issue and ordered him to apologise to B.K. by posting a
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statement on his website. The court further ordered Jezior to pay PLN 5 000 (EUR
1 250) to a charitable organisation and to reimburse B.K. for legal costs. In
essence, the court held that the comments at issue constituted electoral
propaganda material, that their content was not proven and that they were
detrimental to B.K.'s reputation as a candidate in the elections. It held Jezior
responsible for the comments generated by Internet users. The Krakow court of
appeal dismissed Jezior's appeal, holding that Jezior was indeed responsible for
the comments that third parties had filed on his website, since he had not
prevented them from being posted online. The disclaimer on his website was
considered insufficient to exonerate Jezior from liability for third-party comments.
The appeal court also found that Jezior could not rely on being exempted from
liability as a hosting provider.

Jezior lodged an application before the ECtHR, complaining that the court orders
against him amounted to an unjustified interference with his right to freedom of
expression. The ECtHR observed that the disputed comments were published on
Jezior's website during a pre-election period and that they were targeting the
sitting mayor, who was a candidate for re-election. The national courts qualified
these comments as electoral propaganda material which, according to them,
contained unproven information about B.K., with allegations that were detrimental
to his reputation as a candidate in the elections. Jezior could have foreseen, in
principle, that his responsibility for the posting of the comments on his website
could be engaged under Article 72 of the Law on Local Elections, combined with
Articles 23 and 24 of the Civil Code on the protection of reputation and
personality rights. As the interference with Jezior's right to freedom of expression
was prescribed by law and had a legitimate aim, namely the protection of the
reputation of others, and more particularly that of B.K. as a candidate in local
elections, it remained to be determined whether the interference at issue was
"necessary in a democratic society."

First, the ECtHR reiterated that owing to its accessibility and capacity to store and
communicate vast amounts of information, the Internet had become one of the
principal means by which individuals exercise their right to freedom of expression
and information and that websites greatly enhance the public’s access to news on
current events and facilitate the dissemination of information in general (see also
Ahmet Yildirim v. Turkey, Iris 2013-2:1/1). However, at the same time, the ECtHR
evoked the risk of harm to the exercise and enjoyment of human rights and
freedoms posed by content and communications on the Internet, particularly the
right to respect for private life. It also recalled that in carrying out the assessment
of balancing the right to freedom of expression against the right to have one’s
reputation protected, applied in cases of user-generated content and the role and
responsibilities of Internet intermediaries, a certain number of relevant factors
need to be taken into account. These factors are: the context in which the online
comments were made public; the measures adopted by the publication medium
to prevent or remove defamatory comments; the question of whether it is the
responsibility of the author of the comment that should be retained rather than
that of the intermediary; as well as the consequences of the court orders for the
publication medium (see also Delfi AS v. Estonia, Iris 2015-7:1/1).
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Applying these factors to the case at issue, the ECtHR saw no reason to depart
from the conclusion reached by the national courts in finding the comments about
B.K. defamatory, damaging his reputation as a candidate in local elections. The
ECtHR then observed that the website on which the disputed comments were
posted was administered by Jezior, free of charge and with a limited local scope. It
also noted that Jezior had chosen to allow Internet users to submit comments
without registering beforehand, but that he had put in place certain measures,
including a notification system, with a view to detecting potentially illegal
content. Jezior had also published a message for Internet users on his website,
inviting them to comply with the rules of good conduct and to respect the rights
of others. Furthermore, Jezior had immediately withdrawn the disputed comments
as soon as he had been aware or notified of their presence, and, in addition, he
had temporarily established access control and the obligation to register users in
advance by means of their email address. The ECtHR disagreed with the finding of
the Polish courts that Jezior had not taken sufficiently effective measures to
prevent the comments from being posted online. According to the ECtHR,
imposing such an obligation of pre-monitoring "would require excessive and
impracticable forethought capable of undermining freedom of the right to impart
information on the Internet." Furthermore, B.K. has never undertaken any steps to
take action against the author of the comments. The ECtHR found that the
cumulative measures against Jezior (order to remove the comments from his
website, apology, statement on website, order to pay damages amounting to EUR
1 250 and to pay B.K.’s legal costs) risked having a chilling effect on Jezior and
the comment environment of an Internet platform dedicated to topics of
importance for the community. The ECtHR concluded that the Polish courts had
not struck a fair balance between Jezior's right to freedom of expression and
B.K.’s right to have his reputation as a candidate in local elections respected. The
interference with Jezior's rights amounted to a disproportionate interference with
his right to freedom of expression, and was therefore not necessary in a
democratic society. The First Section of the ECtHR, sitting as a Committee
composed of three judges, came to the conclusion that Article 10 had been
violated.

ECtHR First Section (Committee), Jezior v. Poland, Application no.
31955/11, 4 June 2020

http://hudoc.echr.coe.int/eng?i=001-202614
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RUSSIAN FEDERATION

ECtHR: viadimir Kharitonov v. Russia, OOO Flavus and Others v. Russia,
Bulgakov v. Russia and Engels v. Russid

Dirk Voorhoof
Human Rights Centre, Ghent University and Legal Human Academy

In four judgments of 23 June 2020, the European Court of Human Rights (ECtHR)
found that the blocking of websites and media platforms in Russia had violated
the right to freedom of expression and information as guaranteed by Article 10 of
the European Convention of Human Rights (ECHR). The cases concern different
types of blocking measures, including collateral blocking (where the IP address
that was blocked was shared with other sites), excessive blocking (where the
whole website was blocked because of a single page or file) and wholesale
blocking of media outlets for their news coverage. One case concerns a court
order to remove a webpage with a description of tools and software for bypassing
restrictions on private communications and content filters on the Internet,
otherwise, the website would be blocked. The ECtHR once again highlighted the
importance of the Internet as a vital tool in exercising the right to freedom of
expression. It found that the provisions of Russia’s Information Act, which was
used to block the websites and online media outlets, had produced excessive and
arbitrary effects and had not provided proper safeguards against abusive
interferences by the Russian authorities. In each of the four cases, the ECtHR also
found a violation of the right to an effective remedy under Article 13 ECHR: it
found that the Russian courts had not carried out examinations of the substance
of what had been arguable complaints of violations of the applicant’s rights and
that none of the remedies available to the applicants had been effective.

In the case of Vladimir Kharitonov v. Russia, the owner of a website lodged a court
complaint, arguing that a blocking order by the Russian telecoms regulator
(Roskomnadzor) against another website containing allegedly illegal content had
also blocked access to his website, being hosted under the same IP address, but
not containing any illegal content. The courts upheld Roskomnadzor’s action as
lawful without however assessing its impact on the applicant’s website. In the
OOO Flavus and Others v. Russia case, the applicants owned opposition media
outlets which publish research and analysis that is critical of the Russian
Government. After Roskomnadzor, on request of the Prosecutor General, blocked
access to their websites because they were allegedly promoting acts of mass
disorder or extremist speech, they unsuccessfully applied for a judicial review of
the blocking measure. They also complained about the wholesale blocking of
access to their websites, and of a lack of notice of the specific offending material,
which they could therefore not remove in order to have access to their website
restored. The case of Bulgakov v. Russia concerns the blocking of a website by a
local Internet service on the basis of a court judgment. The reason for the
blocking was the availability of an electronic book in the files section of the

© European Audiovisual Observatory (Council of Europe) 2024
Page 14



IRIS 2020-8

1
et

website; a book which had been previously categorised as an extremist
publication. Bulgakov deleted the e-book as soon as he found out about the
court’s judgment, but the Russian courts refused to lift the blocking measure on
the grounds that the court had initially ordered a block on access to the entire
website by its IP address, not just to the offending material. In Engels v. Russia, a
court ordered a local Internet service provider to remove a webpage that
contained information about bypassing content filters. It was argued that such
information should be prohibited from dissemination in Russia as it enabled users
to access extremist material on another, unrelated website. Following the court
order, Roskomnadzor asked Engels to take down the offending content, otherwise
the website would be blocked. Engels complied with the request, and at the same
time lodged an appeal against the court order. However, Engels’ complaint was
rejected without addressing his main argument that providing information about
tools and software for the protection of the privacy of browsing was not against
any Russian law.

All the applicants complained in essence that the blocking of access to their
websites or Internet platforms had been unlawful and disproportionate, and had
therefore violated their rights under Article 10 ECHR. The ECtHR, in all four
judgments, confirmed the importance it attaches to the right to freedom of
expression on the Internet, referring to its earlier case law on the (wholesale)
blocking of websites in which it took the approach "that owing to its accessibility
and capacity to store and communicate vast amounts of information, the Internet
has now become one of the principal means by which individuals exercise their
right to freedom of expression and information. The Internet provides essential
tools for participation in activities and discussions concerning political issues and
issues of general interest, it enhances the public’s access to news and facilitates
the dissemination of information in general" (see also Ahmet Yildirim v. Turkey,
Iris 2013-2/1). The ECtHR also recalled that the blocking of websites by rendering
large quantities of information inaccessible substantially restricted the rights of
Internet users and had a significant collateral effect. It added that the wholesale
blocking of access to a website is an extreme measure which has been compared
to banning a newspaper or television station. In all four cases, the ECtHR found a
violation of Article 10 also in combination with Article 13.

In the case of Vladimir Kharitonov v. Russia, the ECtHR came to the conclusion
that it was incompatible with the rule of law if a legal framework failed to
establish safeguards capable of protecting individuals from the excessive and
arbitrary effects of blocking measures, such as those imposed on the basis of
section 15.1 of the Russian Information Act. When exceptional circumstances
justify the blocking of illegal content, the state agency making the blocking order
must ensure that the measure strictly targets the illegal content and has no
arbitrary or excessive effects, irrespective of the manner of its implementation.
Any indiscriminate blocking measure which interferes with lawful content or
websites as a collateral effect of a measure aimed at illegal content or websites
amounts to arbitrary interference with the rights of the owners of such websites.
The ECtHR found that the blocking order did not satisfy the foreseeability
requirement under the ECHR and did not afford the applicant the degree of
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protection from abuse to which he was entitled by the rule of law in a democratic
society.

In OO0 Flavus and Others v. Russia, the ECtHR found that the decision by the
Prosecutor General to qualify the content of the media outlets at issue as
extremist speech had no basis in fact and was therefore arbitrary and manifestly
unreasonable. The ECtHR held that targeting online media or websites with
blocking measures because they are critical of the government or the political
system can never be considered a necessary restriction on freedom of expression,
and it also found that the blocking orders had no legitimate aim and were not
necessary in a democratic society. Furthermore, it came to the conclusion that
Russian legislation did not afford the applicants the degree of protection from
abuse to which they were entitled by the rule of law in a democratic society,
taking into consideration the fact that the ECtHR also found in other cases against
Russia that is was difficult, if not impossible, to challenge a blocking measure on
judicial review (see also Kablis v. Russia, IRIS 2019-7/1).

In Bulgakov v. Russia, the ECtHR emphasised that blocking access to a website’s
IP address has the practical effect of extending the scope of the blocking order far
beyond the illegal content which had originally been targeted. Apart from having
no legal basis, the Court also found that there were no sufficient procedural
safequards to protect individuals from the excessive and arbitrary effects of
blocking measures, such as in the case at issue. The Russian courts also
neglected to consider whether the same result could be achieved with less
intrusive means or to carry out an impact assessment of the blocking measure to
ensure that it strictly targets the illegal content and has no arbitrary or excessive
effects, including those resulting from the method chosen to implement it.

In Engels v. Russia, the ECtHR found that the legal provision of the Information
Act on which the blocking order was based was too vague and overly broad to
satisfy the foreseeability requirement. The ECtHR also noted that the utility of
filter-bypassing technologies cannot be reduced to a tool for malevolently seeking
to obtain extremist content. Even though the use of any information technology
can be subverted to carry out activities which are incompatible with the principles
of a democratic society, filter-bypassing technologies primarily serve a multitude
of legitimate purposes, such as enabling secure links to remote servers;
channelling data through faster servers to reduce page-loading time on slow
connections; and providing a quick and free online translation. None of these
legitimate uses were considered by the Russian court before issuing the blocking
order; it merely focused on the possibility that filter-bypassing software could give
access to extremist content. The ECtHR clarified that information technologies are
content-neutral and that they are a means of storing and accessing: "Just as a
printing press can be used to print anything from a school textbook to an
extremist pamphlet, the Internet preserves and makes available a wealth of
information, some portions of which may be proscribed for a variety of reasons
particular to specific jurisdictions. Suppressing information about the technologies
for accessing information online on the grounds they may incidentally facilitate
access to extremist material is no different from seeking to restrict access to
printers and photocopiers because they can be used for reproducing such
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material. The blocking of information about such technologies interferes with
access to all content which might be accessed using those technologies." In the
absence of a specific legal basis in domestic law, the ECtHR found that the
"sweeping measure" in the case of Engels was not only excessive, but also
arbitrary. Furthermore, during the subsequent procedures, Engels was not
afforded the degree of protection from abuse to which he was entitled by the rule
of law in a democratic society.

Judgment by the European Court of Human Rights, Third Section, in the
case of Vladimir Kharitonov v. Russia, Application no. 10795/14

http://hudoc.echr.coe.int/eng?i=001-203177

Judgment by the European Court of Human Rights, Third Section, in the
case of OOO Flavus and Others v. Russia, Applications nos. 12468/15,
23489/15, and 19074/16

http://hudoc.echr.coe.int/eng?i=001-203178

Judgment by the European Court of Human Rights, Third Section, in the
case of Bulgakov v. Russia, Application no. 20159/15

http://hudoc.echr.coe.int/eng?i=001-203181

Judgment by the European Court of Human Rights, Third Section, in the
case of Engels v. Russia, Application no. 61919/16

http://hudoc.echr.coe.int/eng?i=001-203180
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EUROPEAN UNION

Guidelines on video—sharin% platforms and European
works under revised AVMS

Ronan O Fathaigh
Institute for Information Law (IVIR)

On 2 July 2020, the European Commission published two important sets of
guidelines pursuant to the revised Audiovisual Media Services Directive (AVMSD)
which extends audiovisual rules to what are termed video-sharing platforms (see
IRIS 2019-1/3). The first set of guidelines concerns the application of the
“essential functionality” criterion of the definition of a video-sharing platform
under the AVMSD; while the second set of guidelines relates to the calculation of
the share of European works in on-demand catalogues.

First, under Article 28b(1) of the AVMSD, member states are required to ensure
that video-sharing platform providers under their jurisdiction take appropriate
measures to protect minors from certain harmful content, and the general public
from certain illegal content. Crucially, a lengthy definition of a video-sharing
platform service is contained in Article 1(aa), which includes where an “essential
functionality” of a service is devoted to providing programmes, user-generated
videos, or both, to the general public. Recital 5 of the AVMSD provides that the
European Commission should issue guidelines on the practical application of the
essential functionality criterion. In the first set of seven-page guidelines released,
the Commission identifies relevant indicators that national authorities should
consider when applying the essential functionality criterion, including (a) the
relationship between the audiovisual content and the main economic activity or
activities of the service; (b) the quantitative and qualitative relevance of the
audiovisual content for the activities of the service; (c) the monetisation of, or
revenue generation from the audiovisual content; and (d) the availability of tools
aimed at enhancing the visibility or attractiveness of the audiovisual content.
Finally, although guidelines are not binding, it is stated that cooperation between
national authorities “could be desirable especially in order to gather the relevant
data or information and to limit the risks of divergent interpretations” of the
indicators.

Secondly, Article 13(1) of the AVMSD provides that member states must ensure
that media service providers of on-demand audiovisual media services under their
jurisdiction secure at least a 30% share of European works in their catalogues and
ensure the prominence of those works. Furthermore, Article 13(2) provides that
where member states require media service providers under their jurisdiction to
contribute financially to the production of European works, they may also require
media service providers targeting audiences in their territories but established in
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other member states to make such financial contributions. However, Article 13(6)
provides that the 30% obligation imposed under Article 13(1) and the financial
contribution requirements under Article 13(2) shall not apply to media service
providers with a “low turnover or a low audience”. Notably, the Commission is
required to issue guidelines on the calculation of the share of European works,
and on the definition of "low audience" and "low turnover". As such, in the second
set of seven-page guidelines, the Commission considers that it is appropriate to
calculate the 30% share of European works in on-demand catalogues based on
the total number of titles in the catalogue, and explains what constitutes a title,
how to calculate in cases where VOD providers have multiple national catalogues,
and where catalogues may vary on a day-to-day basis. The Commission also gives
guidance on interpreting low audience and turnover. Importantly, the Commission
notes that while the implementation of Article 13 AVMSD lies with the national
authorities, “they are encouraged to cooperate actively with their counterparts in
other Member States in the areas covered by the present guidelines.”

Finally, it should be noted that member states are required to transpose the
revised AVMSD into national law by 19 September 2020.

European Commission, Guidelines on the practical application of the
essential functionality criterion of the definition of a ‘video-sharing
platform service’ under the Audiovisual Media Services Directive (2020/C
223/02), 7 July 2020.

https://eur-lex.europa.eu/legal-
content/EN/TXT/HTML/?uri=CELEX:52020XC0707(02)&from=EN

European Commission, Guidelines pursuant to Article 13(7) of the
Audiovisual Media Services Directive on the calculation of the share of
European works in on-demand catalogues and on the definition of low
audience and low turnover, 7 july 2020.

https://eur-lex.europa.eu/legal-
content/EN/TXT/HTML/?uri=CELEX:52020XC0707(03)&from=EN
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CZECHIA

[CZ] Broadcasting Council punished unfair commercial
practice

5 Jan Fucik
Ceska televize

The Council for Radio and Television Broadcasting of the Czech Republic, as the
central regulatory authority, imposed a fine on Emporia Style Kft. on 5 May 2020
for deceptive advertising on a teleshopping channel. The company was found
guilty in accordance with the provisions of Article 8a, paragraph 2b of Act No.
40/1995 Coll. of a violation of the provisions of Article 2, paragraph 1b of Act No.
40/1995 Coll. for commissioning broadcasting slots for the Gallery programme of
teleshopping broadcaster Klenot TV on 16 July 2019. Under the provisions of
section 4, paragraph 3 of Act No. 634/1992 Coll. on consumer protection, in
section p) of its Annex 1, business practices are always considered deceptive if
the seller falsely declares that the product or service can cure a disease, disorder
or disability. In this programme, the moderator, in connection with the promotion
of a silver pendant and earrings with a sapphire and white topaz, stated that the
jewellery "suppresses depression". Depression is a serious mental disorder that
must first be professionally diagnosed and then treated pharmacologically, or with
the help of professional psychotherapeutic methods and procedures. Thus,
jewellery can certainly not suppress the "strength" of a disease. However, the
moderator's statement implied that the healing and preventive effects of this
jewellery may have led consumers to make a decision to purchase goods which
they would not normally have purchased. Under the influence of the quoted
statement, viewers may fail to take proper care of their health and rely on the
promoted goods to treat potential psychological problems. This can result in a
threat to consumers' health. The Broadcasting Council imposed a fine of CZK 50
000 (approximately EUR 2 000) for the offence.

Rozhodnuti Rady pro rozhlasové a televizni vysilani ¢. RRTV/2019/780.

http://www.rrtv.cz/files/Pokuty/85ble38e-b5ce-4865-al9e-3f2ac51e79ae.pdf

Decision of the Broadcasting Council No. RRTV /2019/780.
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[DE] Constitutional Court strengthens press freedom in
two judgments

Christina Etteldorf
Institute of European Media Law

The Bundesverfassungsgericht (Federal Constitutional Court - BVerfG)
strengthened the freedom of the press in two judgments issued on 23 June 2020.
Although the cases dealt with very different issues, in both decisions the BVerfG
highlighted the importance of protecting a free press in the context of democratic
opinion-forming.

In the first case (no. 1 BvR 1716/17), a constitutional complaint had been filed
against a criminal conviction imposed after an unpixelated image of a dark-
skinned patient in a university hospital waiting room was forwarded to a
newspaper. The photographer had ignored requests from the person pictured and
hospital staff to delete the image, which had been published in unpixelated form
in the online edition of a major German daily newspaper with a report
documenting the hospital’s inadequate safety precautions when dealing with
suspected Ebola patients - a subject that had drawn a high level of public
attention at the time. The photographer was fined by the relevant criminal courts
for disseminating an image without permission under Articles 33 and 22 et seq. of
the Kunsturhebergesetz (Artistic Copyright Act - KUG). The courts held that,
although the image illustrated a newsworthy event, it should have been modified
and the patient’s identity disguised because the way it had been presented,
together with the newspaper’s high circulation figure, meant its publication was
likely to leave the patient open to significant public abuse. The photographer was
held responsible for the publication of the unpixelated image because he had
initiated the report himself. He therefore should have ensured that the patient’s
identity was suitably disguised. However, the BVerfG ruled that this judgment
infringed the freedom of the press and upheld the photographer’s constitutional
complaint. It was true that press photographers and journalists had a certain duty
of care and could face criminal penalties if they breached it. They should also not
try to hide from newspaper editors the circumstances in which the photographs
had been taken. Nevertheless, the BVerfG thought that the criminal courts had
not taken sufficient account of fundamental rights. In particular, the need to
distinguish between the forwarding and the publication of images had not been
met, while the working and accountability structures of the press and preparatory
research had not been sufficiently taken into account. The images had not,
therefore, been carelessly forwarded in a way that infringed the patient’s rights,
which would have been unlawful. The photographer’'s failure to pixelate the
images before forwarding them to the newspaper could not be considered a
breach of his duty of care. Press photographers and journalists should be able to
send unpixelated images to newspaper editors without fear of punishment. The
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situation would only be different if the person forwarding the images had
deliberately concealed circumstances that would be significant for the editor’s
decision on whether to disguise the person pictured. However, in this case, the
criminal courts had not found this to be the case.

The second case (no. 1 BvR 1240/14) concerned the admissibility of a report
about indiscretions committed by public figures in the distant past. The dispute
focused on an article, published in mid-2011, about the chief executive of a well-
known company, which not only reported on the company and its staff,
development and liquidity from an economic perspective, but also described its
chief executive’s attempt to cheat in his first state law examination and a criminal
trial relating to the bribery of an expert. At the chief executive’s request, the civil
courts ruled that the attempt to cheat should not be mentioned in the report.
Although people should generally accept the reporting of true facts about their
social life, the chief executive had been portrayed as a dishonest person. Since
there had been no real reason to bring up his attempt to cheat, he should not
have been pilloried for a misdemeanour committed many years previously.
However, the BVerfG disagreed and upheld the newspaper publisher's
constitutional complaint against these rulings. The chief executive should accept
truthful reporting about his social and professional life. The “right to be
forgotten”, which was guaranteed by the Grundgesetz (Basic Law), should not
limit the right of the press to refer to past transgressions in its reporting. The right
to report did not automatically lapse over time, but should be judged according to
the individual case. Such an evaluation was largely the responsibility of the press
itself, in particular the assessment of which circumstances and details were
significant enough to be reported. The BVerfG thought this also applied to reports
published on the Internet.

BVerfG, Beschluss der 2. Kammer des Ersten Senats vom 23. Juni 2020 -
1BvR 1716/17 -

http://www.bverfg.de/e/rk20200623 1bvrl71617.html

Federal Constitutional Court, decision of the 2nd chamber of the First Senate, 23
June 2020, 1 BvR 1716/17

BVerfG, Beschluss der 2. Kammer des Ersten Senats vom 23. Juni 2020, -
1 BvR 1240/14.

http://www.bverfg.de/e/rk20200623 1bvrl24014.html

Federal Constitutional Court, decision of the 2nd chamber of the First Senate, 23
June 2020, 1 BvR 1240/14.
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[DE] Draft bill to implement EU Copyright Directive

_ . . Jan Henrich
Institute of European Media Law (EMR), Saarbrticken/Brussels

On 24 June 2020, the German Bundesministerium der Justiz und fir
Verbraucherschutz (Federal Ministry of Justice and Consumer Protection - BMJV)
published a discussion draft for a “Second Act to adapt copyright law to the
requirements of the Digital Single Market”. The draft contains proposals for the
implementation of several provisions of the Directive on Copyright in the Digital
Single Market (EU) 2019/790 (DSM Directive), which entered into force last year.
Among other things, it introduces two new legal instruments into German
copyright law with provisions on the liability of platforms which allow users to
upload content and rules on extended collective licences. The ministry had
published a first discussion draft in January, containing proposals on the
implementation of the new EU ancillary copyright and related rights for press
publishers. The recently published draft is designed to implement the remaining
provisions of the Directive.

In concrete terms, the draft makes provision for the implementation of Article 17
of the DSM Directive as part of a new German Urheberrechts-Diensteanbieter-
Gesetz (Copyright Service Provider Act - UrhDaG), which is meant to regulate the
copyright liability and due diligence obligations of platforms in relation to content
uploaded by their users. It includes the obligation to apply for certain licences for
the communication to the public of protected works for limited minor use, such as
for user-generated content. Users should also be able to label additional
authorised uses as such, while platforms may be obliged to prevent unlicensed
and unlawful uses. For disputes between rightsholders, platforms and users, a
complaints procedure and an out-of-court dispute settlement procedure should be
provided.

The draft also contains a new statutory exception for caricatures, parodies and
pastiches to be added to German copyright law. Previous provisions on out-of-
print works will be changed and public domain works made more accessible.

As regards copyright contract law, the draft contains changes on matters
including reasonable remuneration, the author’'s further participation, licence
chains and the right of revocation for non-exercise.

The ministry has invited interested parties and associations to submit their
opinions via a document which can be downloaded from the ministry’s website.
Diskussionsentwurf sowie weitere Informationen des BMJV zum

Gesetzgebungsverfahren

https://www.bmjv.de/SharedDocs/Gesetzgebungsverfahren/DE/Gesetz Il Anpassung
-Urheberrecht-dig-Binnenmarkt.html
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Discussion draft and further information from the Federal Ministry of Justice and
Consumer Protection about the legislative process
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[DE] Federal Administrative Court ends longstanding
dispute over SAT.1 licence switch

Christina Etteldorf
Institute of European Media Law

In a ruling of 15 July 2020 (Case no. BVerwG 6 C 25.19), the German
Bundesverwaltungsgericht (Federal Administrative Court - BVerwG) ended a
longstanding dispute over a change of licence for German TV broadcaster SAT.1
by rejecting a complaint by two German regulators against another German
regulator as inadmissible. It ruled that a regional media authority did not have
legal standing to revoke a licence granted by another regional media authority to
a private broadcaster for a national television channel. The licence granted to
Sat.1 was therefore lawful.

Private broadcasters in Germany are monitored by whichever of the 14 German
media authorities, which act as regulatory bodies for the Bundeslander, they
apply to for a licence. In 2008, the licence to broadcast national television channel
SAT.1 was awarded by the Landeszentrale fur Medien und Kommunikation
Rheinland-Pfalz (Rhineland-Palatinate media and communication authority - LMK).
On weekdays, regional window programmes for the Lander of Rhineland-
Palatinate and Hessen are also broadcast on the main SAT.1 channel, as required
under the German Rundfunkstaatsvertrag (Inter-State Broadcasting Agreement).
To this end, the LMK and the Hessische Landesanstalt far privaten Rundfunk und
neue Medien (Hessian commercial broadcasting and new media authority - LPR
Hessen) also granted a licence to a regional window programme provider. In
2012, while the licence granted by the LMK was still valid, the broadcaster SAT.1
applied to the Medienanstalt Hamburg/Schleswig-Holstein (Hamburg/Schleswig-
Holstein media authority - MA HSH) for another licence to broadcast its full
window programme, SAT.1. In accordance with a decision by the Kommission far
Zulassung und Aufsicht (Media Licensing and Monitoring Commission - ZAK) - the
joint licensing body of the 14 German regulatory authorities which deals with the
licensing and monitoring of commercial channels that are broadcast throughout
the country - the MA HSH granted the licence. However, the licence was only valid
if regional window programmes existed or were organised. The LMK and LPR
Hessen had disputed this decision by the MA HSH, but their appeal was dismissed
by the competent administrative court and administrative appeal court (IRIS
2019-2/5). The BVerwG, which is the country’s highest administrative court, has
now finally rejected the complaint as inadmissible.

The BVerwG ruled that the LMK and the LPR Hessen did not have the legal
standing required under German law to bring proceedings under Article 42(2) of
the Verwaltungsgerichtsordnung (Code of Administrative Court Procedure). Such
standing could not be derived either from the fundamental right to broadcasting
freedom (Article 5(1)(2) of the Grundgesetz (Basic Law)) or from the notion that
they were ultimately responsible for the legality of channels broadcast in their
transmission area. Since the entry into force of the revised Rundfunkstaatsvertrag
in 2008, the ZAK has had sole responsibility for taking final decisions relating to
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the licensing of commercial channels that are broadcast throughout the country.
The role of the relevant regional media authority has therefore been limited to
carrying out the ZAK's decisions. The fact that the ZAK now bore ultimate
responsibility did not threaten broadcasting freedom because the ZAK's decisions
were based on the majority principle, it acted independently and it had a duty of
confidentiality. The fact that this meant that the regional media authorities’
pluralistically structured decision-making bodies were considerably less important
than before was compatible with the Grundgesetz because the ZAK's
independence from the state and its limited scope for decision-making took
sufficient account of fundamental rights. It was irrelevant that the LMK and LPR
Hessen remained responsible for monitoring the regional windows.

Pressemitteilung Nr. 44/2020 des BVerwG.

https://www.bverwg.de/pm/2020/44

Federal Administrative Court press release no. 44/2020.
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{tDE] Supreme Court issues Google “right to be
orgotten” rulings

Christina Etteldorf
Institute of European Media Law

On 27 July 2020, the German Bundesgerichtshof (Federal Supreme Court - BGH)
issued two decisions on the “right to be forgotten”, which gives people the right
to have their personal information deleted by data processors such as search
engine operators after a certain period of time. However, the right does not apply
without restriction, but depends on a series of factors that need to be weighed up.
This is demonstrated by both BGH decisions, in which one claim was rejected
while the other was submitted to the Court of Justice of the European Union
(CJEV).

The first procedure (no. VI ZR 405/18) concerned the managing director of a
charity’s regional association. In 2011, the local daily press had reported that the
organisation was around EUR 1 million in debt and that its managing director,
whose name was specifically mentioned, had recently been signed off sick. These
press articles can still be found by typing the former managing director’'s name
into Google’s Internet search engine. His request that the press reports should no
longer be associated with his name in the search results had been rejected,
initially by Google and subsequently by two courts. The BGH has now also
rejected his claim, which was based on Article 17(1) of the General Data
Protection Regulation (GDPR). It ruled that the claim, which required a
comprehensive weighing up of fundamental rights, that is, the basic right to
protection of personal data and informational self-determination on the one hand,
and the public’s right to information and the interests of information providers on
the other, was unfounded. In particular, on the provider side, it was necessary to
take into account not only the largely economic interests of Google, but also the
freedom of expression of the relevant content providers (in this case, the regional
daily press). This applied, according to the BGH, even though the claim had not
been made directly against the content providers themselves. Therefore, although
when purely economic interests were weighed against personality rights, the
latter usually took precedence, the fundamental rights relevant to this case
should initially be considered equally important. However, in this particular case,
the court decided that the interests of the public and the press took priority. In
this context, it is interesting to note that the BGH did not expressly adhere to its
pre-GDPR case law, but ruled that the requirement for an equally balanced
weighing up process meant that search engine operators did not need to act if
they became aware that a person’s rights had been breached in a clear and
obvious way.

Meanwhile, the second case (no. VI ZR 476/18) concerned the deletion of an
article published on a US company’s website from Google’s search results. A
complaint had been lodged by a married couple who held senior positions in the
financial services sector and who had been named and pictured in several critical
reports on investment models published on the aforementioned website. The
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plaintiffs claimed, inter alia, that the website had offered to delete the reports in
return for a protection payment. Google refused to remove the articles from its
search results, largely on the grounds that it was impossible to prove whether
they were truthful or not. After the couple’s initial complaint and subsequent
appeal were both dismissed, the BGH has now referred the case to the CJEU for
clarification. In a preliminary ruling, the CJEU will explain whether it is compatible
with the right to privacy and protection of personal data, when carrying out the
weighing up process required under Article 17(3)(a) GDPR, if the content to be
deleted contains factual claims whose accuracy is disputed by the person
concerned and which are crucial to the claim, to consider it a decisive factor
whether the person concerned could reasonably - for example, through a
temporary injunction - obtain legal protection against the content provider and
thereby have the question of truthfulness at least provisionally clarified. Secondly,
the BGH has asked whether, if a request is made to delete thumbnail photos that
appear when entering a name into a search engine, the original context of the
publication by the third-party content provider should be taken into account if a
link is provided to the third-party website when the thumbnail is displayed by the
search engine, but the website is not actually named and the resulting context is
not displayed by the search engine.

Pressemitteilung des BGH Nr. 095/2020

http://www.bundesgerichtshof.de/SharedDocs/Pressemitteilungen/DE/2020/2020095
.htmI?nn=10690868

Federal Supreme Court press release no. 095/2020
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[DE] Supreme Court rules in cartel authority’s favour in
Facebook dispute

. . . Jan Henrich
Institute of European Media Law (EMR), Saarbrticken/Brussels

In a decision of 23 June 2020, the German Bundesgerichtshof (Federal Supreme
Court - BGH), the highest civil court in Germany, provisionally upheld the charge
that Facebook had abused a dominant market position. The Bundeskartellamt
(Federal Cartels Office), which is responsible for competition-related matters in
Germany, had previously prohibited social media provider Facebook from
processing data captured during Internet use outside the Facebook platform
without the users’ specific consent. Under the BGH’s decision, the prohibition
notice can now be enforced.

The case concerns Facebook’s use and processing of personal data collected from
other services owned by the Facebook group, such as Instagram, and users’ other
Internet activities outside facebook.com. Users of the social network, which is
financed through advertising, must accept Facebook’s terms and conditions,
which state that their data may be used in this way. Thanks to Facebook
Analytics, companies and advertising partners can access the aggregated data
and see how users interact with the Facebook group’s services via different
devices, platforms and websites.

The Bundeskartellamt thought that the use of the terms and conditions and the
resulting aggregation of data from various sources breached Article 19(1) of the
German Gesetz gegen Wettbewerbsbeschrankungen (Act against restraints of
competition), which prohibits abuse of a dominant market position. In particular, it
accused Facebook of abusing its dominant position in the national market by
combining user- and device-related data generated outside facebook.com without
the wusers’ specific consent. In a decision of 6 February 2019, the
Bundeskartellamt prohibited Facebook and other Facebook companies from using
these terms and conditions and processing personal data in this way. Facebook
then appealed to the Oberlandesgericht Dusseldorf (Dusseldorf Higher Regional
Court), which initially lifted the order because it had serious doubts over its
legality. However, the Bundesgerichtshof has now overturned this decision after
concluding that Facebook’s dominant position in the German social network
market and its abuse thereof were not in any serious doubt.

The question of whether the processing and use of personal data were compatible
with the provisions of the General Data Protection Regulation was irrelevant to the
Supreme Court’s decision. Rather, the key factor was whether private Facebook
users had any choice over the personalisation of the user experience. In addition,
as a network operator with a dominant market position, Facebook had a particular
responsibility to maintain current competition in the social network market.
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Pressemitteilung des BGH zum Beschluss vom 23.6.2020 - KVR 69/19

http://www.bundesgerichtshof.de/SharedDocs/Pressemitteilungen/DE/2020/2020080
.html

Federal Supreme Court press release on its decision of 23 June 2020 - KVR 69/19
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FRANCE

[FR] Constitutional Council blocks online hate law

Amélie Blocman
Légipresse

The so-called ‘Avia law’ (named after the MP who tabled the bill), which aims to
combat hate speech on the Internet, has been blocked. Having finally been
adopted as France came out of lockdown on 13 May 2020 after a difficult
legislative process lasting almost 18 months, the law, which had been criticised
by numerous bodies and institutions, was rejected by the Constitutional Council
on 18 June. The text, which would have seen criminal sanctions imposed by the
CSA (the French audiovisual regulator) against platforms that failed to remove
terrorist material or child pornography within one hour and manifestly illegal hate
speech within 24 hours, was deemed harmful to freedom of expression. Almost all
the other provisions of the law were therefore also rejected.

First of all, the Constitutional Council pointed out that, in view of the widespread
growth of online public communication services and their importance for
participation in democratic life and the expression of ideas and opinions, the right
to freedom of expression included the freedom to access these services and to
use them to express opinions. Although the legislature was free to take measures
designed to prevent abuses of freedom of expression and communication that
were harmful to public order and the rights of third parties, any attempt to restrict
such freedom should be necessary, adapted and proportionate to the stated aim.

Opposition MPs had asked the Council firstly to examine section | of Article 1 of
the law, which amended Article 6-1 of Law No. 2004-575 of 21 June 2004 on trust
in the digital economy (LCEN) by requiring online communication service
providers and website hosts to remove terrorist content or child pornography
within one hour of being notified by the administrative authority, or risk a one-
year prison sentence and a EUR 250 000 fine.

The Constitutional Court ruled, for the first time, that the dissemination of
pornographic images depicting minors and the provocation and glorification of
terrorist acts constituted abuses of freedom of expression and communication
that seriously harmed public order and the rights of third parties. However, it
noted, firstly, that the illegal nature of such content did not depend on whether it
was manifest, and that this was something that only the administration should
determine. Secondly, an appeal against such a removal order did not have staying
effect and the one-hour deadline set for the provider or platform operator to
remove or block the disputed content was not long enough to obtain a judge’s
decision before having to remove it. Finally, a platform operator or service
provider who failed to meet the request before the deadline could be sent to
prison for one year and fined EUR 250 000. The court therefore ruled that the
legislature had undermined freedom of expression and communication in a way
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that was not adapted, necessary and proportionate to the stated aim.

The Constitutional Court had also been asked to consider section Il of Article 1,
which had added an Article 6-2 to the LCEN, obliging online platform operators to
remove or block illegal hate speech and unlawful sexual content within 24 hours
of it being reported by a user, or risk a EUR 250 000 fine.

The court began by highlighting the difficulties faced by operators when
assessing, within a very short timeframe, whether or not reported content was
manifestly illegal, especially as their assessment needed to cover more than just
the reason for which it was reported. Furthermore, criminal sanctions were
imposed for a first offence and for every failure to remove reported content, with
no consideration given to their repeated nature.

In view of the above, the Council concluded that the disputed provisions could
only encourage operators to remove reported content whether it was manifestly
illegal or not. They therefore undermined freedom of expression and
communication in a way that was not necessary, adapted and proportionate.

As a consequence of these two decisions, the other provisions of the law that
were linked to the obligation to remove unlawful content were also rejected. The
only parts that were upheld concerned the creation of an online hate observatory
under the auspices of the CSA (Article 16) and a specialist public prosecution
authority (Article 10), and a simplification of the procedure for reporting illegal
content described in Article 6-1-5 of the LCEN (Article 2).

Noting the decision, the Minister of Justice said: “In a context in which the fight
against hate, especially online, is a high social and societal priority, the
government will consider the possibility of reworking this piece of legislation in
consultation with the stakeholders concerned and taking the Constitutional
Council’s decision into account.”

Conseil constitutionnel, Décision n° 2020-801 DC du 18 juin 2020

http://www.conseil-constitutionnel.fr/decision/2020/2020801DC.htm

Constitutional Cou